
28. CONTRACTOR IS REQUIRED TO SIGN THIS DOCUMENT AND RETURN 
COPIES TO ISSUING OFFICE. CONTRACTOR AGREES TO  FURNISH AND 

  
DELIVER ALL ITEMS SET FORTH OR OTHERWISE IDENTIFIED ABOVE AND ON ANY 
ADDITIONAL SHEETS SUBJECT TO THE TERMS AND CONDITIONS SPECIFIED

29. AWARD OF CONTRACT: REF.                                                  OFFER

16. ADMINISTERED BY                         CODE

7. FOR SOLICITATION 
INFORMATION CALL:

SOLICITATION/CONTRACT/ORDER FOR COMMERCIAL ITEMS  
OFFEROR TO COMPLETE BLOCKS 12, 17, 23, 24, & 30 1000198344

1. REQUISITION NUMBER

SPE300-26-D-V001

2. CONTRACT NO.

2025 OCT 28

3. AWARD/EFFECTIVE 
DATE

4. ORDER NUMBER

SPE300-25-R-0039

5. SOLICITATION NUMBER

2025 JUL 15
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    DATE                    

a. NAME b. TELEPHONE NUMBER (No collect  
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8. OFFER DUE DATE/    
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9. ISSUED BY                                          CODE SPE300

DLA TROOP SUPPORT 
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700 ROBBINS AVENUE 
PHILADELPHIA PA  19111-5096 
USA 
Local Admin: Ronald Booth DBR0033 Tel: (445) 737-0941  
Email: Ronald.Booth@dla.mil

10. THIS ACQUISITION IS UNRESTRICTED OR SET ASIDE: % FOR:

SMALL BUSINESS

HUBZONE SMALL 
BUSINESS

 WOMEN-OWNED SMALL BUSINESS 
 (WOSB) ELIGIBLE UNDER THE WOMEN-OWNED
 SMALL BUSINESS PROGRAM

8 (A)

SERVICE-DISABLED 
VETERAN-OWNED 
SMALL BUSINESS

311511NAICS:

1150SIZE STANDARD:

11. DELIVERY FOR FOB DESTINA- 
      TION UNLESS BLOCK IS  
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Net 30 days

12. DISCOUNT TERMS

        13a. THIS CONTRACT IS A  
                RATED ORDER UNDER  
                DPAS (15 CFR 700)

 13b. RATING

 14. METHOD OF SOLICITATION

RFQ IFB RFP

15. DELIVER TO                                CODE SPE300

SEE BLOCK 9 
Criticality:   PAS : None

17a. CONTRACTOR/     CODE    
        OFFEROR

FACILITY  
CODE

8RPL2

DFA DAIRY BRANDS FLUID, LLC 
1291 NEW CUT RD 
SPARTANBURG SC  29303-4733 
USA

TELEPHONE NO. 8642935469

18a. PAYMENT WILL BE MADE BY                       CODE SL4701

DEF FIN AND ACCOUNTING SVC 
BSM 
P O BOX 182317 
COLUMBUS OH  43218-2317 
USA

17b. CHECK IF REMITTANCE IS DIFFERENT AND PUT SUCH ADDRESS IN 
OFFER

18b. SUBMIT INVOICES TO ADDRESS SHOWN IN BLOCK 18a UNLESS BLOCK  
        BELOW IS CHECKED.

19.  
ITEM NO.

20.  
                                  SCHEDULE OF SUPPLIES/SERVICES

21.  
QUANTITY

     22.  
   UNIT

23.  
UNIT PRICE

24.  
AMOUNT

25. ACCOUNTING AND APPROPRIATION DATA

$22,500,000.00

26. TOTAL AWARD AMOUNT (For Govt. Use Only)

  27a. SOLICITATION INCORPORATES BY REFERENCE FAR 52.212-1, 52.212-4. FAR 52.212-3 AND 52.212-5 ARE ATTACHED.  ADDENDA ARE ARE NOT ATTACHED.

  27b. CONTRACT/PURCHASE ORDER INCORPORATES BY REFERENCE FAR 52.212-4. FAR 52.212-5 IS ATTACHED.  ADDENDA ARE ARE NOT ATTACHED.

30a. SIGNATURE OF OFFEROR/CONTRACTOR 31a. UNITED STATES OF AMERICA (SIGNATURE OF CONTRACTING OFFICER)

30b. NAME AND TITLE OF SIGNER (Type or Print) 30c. DATE SIGNED

Amy Paradis 
Amy.Paradis@dla.mil

31b. NAME OF CONTRACTING OFFICER (Type or Print)

2025 OCT 28

31c. DATE SIGNED

1 SPE30025R0039

2025-Aug-13

SEE SCHEDULE

AUTHORIZED FOR LOCAL REPRODUCTION 
PREVIOUS EDITION IS NOT USABLE

SEE SCHEDULE

STANDARD FORM 1449 (REV. 2/2012)

Prescribed by GSA - FAR (48 CFR) 53.212

SEE ADDENDUM

See schedule of items

See Schedule

 DATED                             .    YOUR OFFER ON SOLICITATION  (BLOCK 5),   
 INCLUDING ANY ADDITIONS OR CHANGES WHICH ARE SET FORTH , 
 HEREIN IS ACCEPTED AS TO ITEMS: 

EDWOSB

PAGE 1 OF 8

Amy Paradis





32a. QUANTITY IN COLUMN 21 HAS BEEN

ACCEPTED, AND CONFORMS TO THE CONTRACT, EXCEPT AS NOTED:RECEIVED INSPECTED

COMPLETE PARTIAL FINAL

STANDARD FORM 1449 (REV. 2/2012) BACK

36. PAYMENT

PARTIAL FINAL

19. 
ITEM NO.

20.  
                                  SCHEDULE OF SUPPLIES/SERVICES

21.  
QUANTITY

     22.  
   UNIT

23.  
UNIT PRICE

24.  
AMOUNT

32b. SIGNATURE OF AUTHORIZED GOVERNMENT 
REPRESENTATIVE

32c. DATE 32d. PRINTED NAME AND TITLE OF AUTHORIZED GOVERNMENT  
REPRESENTATIVE

32e. MAILING ADDRESS OF AUTHORIZED GOVERNMENT REPRESENTATIVE 32f. TELEPHONE NUMBER OF AUTHORIZED GOVERNMENT REPRESENTATIVE

32g. E-MAIL OF AUTHORIZED GOVERNMENT REPRESENTATIVE

33. SHIP NUMBER 34. VOUCHER NUMBER 35. AMOUNT VERIFIED 
CORRECT FOR

37. CHECK NUMBER

38. S/R ACCOUNT NO. 39. S/R VOUCHER NUMBER 40. PAID BY

42a. RECEIVED BY (Print)

41b. SIGNATURE AND TITLE OF CERTIFYING OFFICER 41c. DATE

42b. RECEIVED AT (Location)

42c. DATE REC'D (YY/MM/DD) 42d. TOTAL CONTAINERS

41a. I CERTIFY THIS ACCOUNT IS CORRECT AND PROPER FOR PAYMENT
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 I.    SOLICITATION/CONTRACT FORM 

  
The terms and conditions set forth in solicitation SPE300-25-R-0039 are incorporated into subject contract. 

  

The following documents are incorporated by reference into the subject contract:  your final offer, which is being accepted by the

Government to form this contract, Solicitation SPE300-25-R-0039 dated August 13, 2025. 

  

II.   PERFORMANCE PERIOD: 

  

A. Effective Period of the Contract:  

  

November 16, 2025 through November 11, 2028 

  

Ordering commences on November 17, 2025 with first deliveries beginning November 19, 2025 for Troop customers.  

  

B. ESTIMATED DOLLAR VALUE/GUARANTEED MINIMUM/MAXIMUM 

  

The guaranteed minimum on this contract is $300,000.00.  The maximum ceiling on this contract is $22,500,000.00. 

  

  

III.    ORDERING CATALOGS 

  

The following are part of PET Dairy's offer and are hereby incorporated as part of subject contract: 

  

  

SUPPLIES OF SERVICES AND PRICES 

  

ITEMS:  Fresh Milk and Dairy Items listed in Attachment 1 of this document. 

  

CUSTOMERS: DoD Troop Customers in the Georgia Zone listed in Attachment 3 of this document. 

  

FOB TERMS:  FOB Destination for all items. 

  

CATALOG #:  DoD Troop customers in Ft. Benning, Ft. Eisenhower, and Ft. Stewart will order under SPE300-26-D-V001.  PET Dairy 

will invoice in accordance with the customer's orders. 

  

PET Dairy will not invoke any additional charges for emergency orders (defined as an order that is placed for same day delivery).   

  

DELIVERIES AND PERFORMANCE 

  

The following are the designated plant locations for the performance of this contract for all contract line items: 
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Place of Performance: 

  
PET Dairy     
1291 New Cut Rd.       
Spartanburg, SC 29303  
  
  
  

  
PET Dairy 
1160 Broadway Ave. 
Braselton, GA 30517      

  
PET Dairy      
5 Rest Master Lane 
North Augusta, SC 29860 

  
PET Dairy    
1735 Old Dean Forest Rd.     
Pooler, GA 31322   
  
  

REQUESTS FOR EQUITABLE ADJUSTMENT (DEC 2022) 

(a) The amount of any request for equitable adjustment to contract terms shall accurately reflect the contract adjustment for which the 
Contractor believes the Government is liable. The request shall include only costs for performing the change, and shall not include any costs 
that already have been reimbursed or that have been separately claimed. All indirect costs included in the request shall be properly allocable to 
the change in accordance with applicable acquisition regulations. 

(b) In accordance with 10 U.S.C. 3862(a), any request for equitable adjustment to contract terms that exceeds the simplified acquisition 
threshold shall bear, at the time of submission, the following certificate executed by an individual authorized to certify the request on behalf of 
the Contractor: 

I certify that the request is made in good faith, and that the supporting data are accurate and complete to the best of my knowledge and belief. 

____________________ 

(Officials Name) 

____________________ 

(Title) 

(c) The certification in paragraph (b) of this clause requires full disclosure of all relevant facts, including -- 

(1) Certified cost or pricing data, if required, in accordance with subsection 15.403-4 of the Federal Acquisition Regulation (FAR); and 

(2) Data other than certified cost or pricing data, in accordance with subsection 215.403-5 of the FAR, including actual cost data and data to 
support any estimated costs, even if certified cost or pricing data are not required. 

(d) The certification requirement in paragraph (b) of this clause does not apply to -- 

(1) Requests for routine contract payments; for example, requests for payment for accepted supplies and services, routine vouchers under a 
cost-reimbursement type contract, or progress payment invoices; or 

(2) Final adjustments under an incentive provision of the contract. 

(End of clause) 

https://www.acquisition.gov/dfars/215.403-5-instructions-submission-certified-cost-or-pricing-data-and-data-other-certified-cost-or-pricing-data.
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Part 12 Clauses

52.204-19   INCORPORATION BY REFERENCE OF REPRESENTATIONS AND CERTIFICATIONS   (DEC 2014)   FAR
  
252.204-7009   LIMITATIONS ON THE USE OR DISCLOSURE OF THIRD-PARTY CONTRACTOR REPORTED CYBER INCIDENT 
INFORMATION   (JAN 2023)   DFARS
  

252.204-7012   SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT REPORTING   (DEVIATION 2024-O0013)  
(MAY 2024)   DFARS
  
(a) Definitions. As used in this clause 
  
Adequate security means protective measures that are commensurate with the consequences and probability of loss, misuse, or unauthorized access to, or 
modification of information. 
  
Compromise means disclosure of information to unauthorized persons, or a violation of the security policy of a system, in which unauthorized intentional or 
unintentional disclosure, modification, destruction, or loss of an object, or the copying of information to unauthorized media may have occurred. 
  
Contractor attributional/proprietary information means information that identifies the contractor(s), whether directly or indirectly, by the grouping of 
information that can be traced back to the contractor(s) (e.g., program description, facility locations), personally identifiable information, as well as trade 
secrets, commercial or financial information, or other commercially sensitive information that is not customarily shared outside of the company. 
  
Controlled technical information means technical information with military or space application that is subject to controls on the access, use, reproduction, 
modification, performance, display, release, disclosure, or dissemination. Controlled technical information would meet the criteria, if disseminated, for 
distribution statements B through F using the criteria set forth in DoD Instruction 5230.24, Distribution Statements on Technical Documents. The term does 
not include information that is lawfully publicly available without restrictions. 
  
Covered contractor information system means an unclassified information system that is owned, or operated by or for, a contractor and that processes, stores, 
or transmits covered defense information. 
  
Covered defense information means unclassified controlled technical information or other information, as described in the Controlled Unclassified 
Information (CUI) 
  
Registry at http://www.archives.gov/cui/registry/category-list.html, that requires safeguarding or dissemination controls pursuant to and consistent with law, 
regulations, and Governmentwide policies, and is -- 
  
(1) Marked or otherwise identified in the contract, task order, or delivery order and provided to the contractor by or on behalf of DoD in support of the 
performance of the contract; or 
  
(2) Collected, developed, received, transmitted, used, or stored by or on behalf of the contractor in support of the performance of the contract. 
  
Cyber incident means actions taken through the use of computer networks that result in a compromise or an actual or potentially adverse effect on an 
information system and/or the information residing therein. 
  
Forensic analysis means the practice of gathering, retaining, and analyzing computer-related data for investigative purposes in a manner that maintains the 
integrity of the data. 
  
Information system means a discrete set of information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or 
disposition of information. 
  
Malicious software means computer software or firmware intended to perform an unauthorized process that will have adverse impact on the confidentiality, 
integrity, or availability of an information system. This definition includes a virus, worm, Trojan horse, or other code-based entity that infects a host, as well 
as spyware and some forms of adware. 
  
Media means physical devices or writing surfaces including, but is not limited to, magnetic tapes, optical disks, magnetic disks, large-scale integration 
memory chips, and printouts onto which covered defense information is recorded, stored, or printed within a covered contractor information system. 

http://www.archives.gov/cui/registry/category-list.html
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Operationally critical support means supplies or services designated by the Government as critical for airlift, sealift, intermodal transportation services, or 
logistical support that is essential to the mobilization, deployment, or sustainment of the Armed Forces in a contingency operation. 
  
Rapidly report means within 72 hours of discovery of any cyber incident. 
  
Technical information means technical data or computer software, as those terms are defined in the clause at DFARS 252.227-7013, Rights in Technical Data 
--Other Than Commercial Products and Commercial Services, regardless of whether or not the clause is incorporated in this solicitation or contract. 
Examples of technical information include research and engineering data, engineering drawings, and associated lists, specifications, standards, process 
sheets, manuals, technical reports, technical orders, catalog-item identifications, data sets, studies and analyses and related information, and computer 
software executable code and source code. 
  
(b) Adequate security. The Contractor shall provide adequate security on all covered contractor information systems. To provide adequate security, the 
Contractor shall implement, at a minimum, the following information security protections: 
  
(1) For covered contractor information systems that are part of an Information Technology (IT) service or system operated on behalf of the Government, the 
following security requirements apply: 
  
(i) Cloud computing services shall be subject to the security requirements specified in the clause 252.239-7010, Cloud Computing Services, of this contract.
(ii) Any other such IT service or system (i.e., other than cloud computing) shall be subject to the security requirements specified elsewhere in this contract. 
  
(2) For covered contractor information systems that are not part of an IT service or system operated on behalf of the Government and therefore are not 
subject to the security requirement specified at paragraph (b)(1) of this clause, the following security requirements apply: 
  
(i) Except as provided in paragraph (b)(2)(ii) of this clause, the covered contractor information system shall be subject to the security requirements in 
National Institute of Standards and Technology (NIST) Special Publication (SP) 800-171, “Protecting Controlled Unclassified Information in Nonfederal 
Information Systems and Organizations”, Revision 2 (available via the internet at http://dx.doi.org/10.6028/NIST.SP.800-171). 
  
(ii)(A) The Contractor shall implement NIST SP 800-171, as soon as practical, but not later than December 31, 2017. For all contracts awarded prior to 
October 1, 2017, the Contractor shall notify the DoD Chief Information Officer (CIO), via email at osd.dibcsia@mail.mil, within 30 days of contract award, 
of any security requirements specified by NIST SP 800-171 not implemented at the time of contract award. 
  
(B) The Contractor shall submit requests to vary from NIST SP 800-171 in writing to the Contracting Officer, for consideration by the DoD CIO. The 
Contractor need not implement any security requirement adjudicated by an authorized representative of the DoD CIO to be nonapplicable or to have an 
alternative, but equally effective, security measure that may be implemented in its place. 
  
(C) If the DoD CIO has previously adjudicated the contractor's requests indicating that a requirement is not applicable or that an alternative security measure 
is equally effective, a copy of that approval shall be provided to the Contracting Officer when requesting its recognition under this contract. 
  
(D) If the Contractor intends to use an external cloud service provider to store, process, or transmit any covered defense information in performance of this 
contract, the Contractor shall require and ensure that the cloud service provider meets security requirements equivalent to those established by the 
Government for the Federal Risk and Authorization Management Program (FedRAMP) Moderate baseline (https://www.fedramp.gov/resources/documents/) 
and that the cloud service provider complies with requirements in paragraphs (c) through (g) of this clause for cyber incident reporting, malicious software, 
media preservation and protection, access to additional information and equipment necessary for forensic analysis, and cyber incident damage assessment. 
  
(3) Apply other information systems security measures when the Contractor reasonably determines that information systems security measures, in addition to 
those identified in paragraphs (b)(1) and (2) of this clause, may be required to provide adequate security in a dynamic environment or to accommodate 
special circumstances (e.g., medical devices) and any individual, isolated, or temporary deficiencies based on an assessed risk or vulnerability. These 
measures may be addressed in a system security plan. 
  
(c) Cyber incident reporting requirement. 
  
(1) When the Contractor discovers a cyber incident that affects a covered contractor information system or the covered defense information residing therein, 
or that affects the contractor's ability to perform the requirements of the contract that are designated as operationally critical support and identified in the 
contract, the Contractor shall -- 
  
(i) Conduct a review for evidence of compromise of covered defense information, including, but not limited to, identifying compromised computers, servers, 
specific data, and user accounts. This review shall also include analyzing covered contractor information system(s) that were part of the cyber incident, as 
well as other information systems on the Contractor's network(s), that may have been accessed as a result of the incident in order to identify compromised 
covered defense information, or that affect the Contractor's ability to provide operationally critical support; and 
  
(ii) Rapidly report cyber incidents to DoD at https://dibnet.dod.mil. 
  
(2) Cyber incident report. The cyber incident report shall be treated as information created by or for DoD and shall include, at a minimum, the required 

http://dx.doi.org/10.6028/NIST.SP.800-171
mailto:osd.dibcsia@mail.mil
http://www.fedramp.gov/resources/documents/)


CONTINUATION SHEET REFERENCE NO. OF DOCUMENT BEING CONTINUED: PAGE 7 OF 8 PAGES

CONTINUED ON NEXT PAGE

SPE300-26-D-V001

Part 12 Clauses (CONTINUED)

elements at https://dibnet.dod.mil. 
  
(3) Medium assurance certificate requirement. In order to report cyber incidents in accordance with this clause, the Contractor or subcontractor shall have or 
acquire a DoD-approved medium assurance certificate to report cyber incidents. For information on obtaining a DoD-approved medium assurance certificate, 
see https://public.cyber.mil/eca/. 
  
(d) Malicious software. When the Contractor or subcontractors discover and isolate malicious software in connection with a reported cyber incident, submit 
the malicious software to DoD Cyber Crime Center (DC3) in accordance with instructions provided by DC3 or the Contracting Officer. Do not send the 
malicious software to the Contracting Officer. 
  
(e) Media preservation and protection. When a Contractor discovers a cyber incident has occurred, the Contractor shall preserve and protect images of all 
known affected information systems identified in paragraph (c)(1)(i) of this clause and all relevant monitoring/packet capture data for at least 90 days from 
the submission of the cyber incident report to allow DoD to request the media or decline interest. 
  
(f) Access to additional information or equipment necessary for forensic analysis. Upon request by DoD, the Contractor shall provide DoD with access to 
additional information equipment that is necessary to conduct a forensic analysis. 
  
(g) Cyber incident damage assessment activities. If DoD elects to conduct a damage assessment, the Contracting Officer will request that the Contractor 
provide all of the damage assessment information gathered in accordance with paragraph (e) of this clause. 
  
(h) DoD safeguarding and use of contractor attributional/proprietary information. The Government shall protect against the unauthorized use or release of 
information obtained from the contractor (or derived from information obtained from the contractor) under this clause that includes contractor attributional/
proprietary information, including such information submitted in accordance with paragraph (c). To the maximum extent practicable, the Contractor shall 
identify and mark attributional/proprietary information. In making an authorized release of such information, the Government will implement appropriate 
procedures to minimize the contractor attributional/proprietary information that is included in such authorized release, seeking to include only that 
information that is necessary for the authorized purpose(s) for which the information is being released. 
  
(i) Use and release of contractor attributional/proprietary information not created by or for DoD. Information that is obtained from the contractor (or 
derived from information obtained from the contractor) under this clause that is not created by or for DoD is authorized to be released outside of DoD -- 
  
(1) To entities with missions that may be affected by such information; 
  
(2) To entities that may be called upon to assist in the diagnosis, detection, or mitigation of cyber incidents; 
  
(3) To Government entities that conduct counterintelligence or law enforcement investigations; 
  
(4) For national security purposes, including cyber situational awareness and defense purposes (including with Defense Industrial Base (DIB) participants in 
the program at 32 CFR part 236); or 
  
(5) To a support services contractor (“recipient”) that is directly supporting Government activities under a contract that includes the clause at 252.204-7009, 
Limitations on the Use or Disclosure of Third-Party Contractor Reported Cyber Incident Information. 
  
(j) Use and release of contractor attributional/proprietary information created by or for DoD. Information that is obtained from the contractor (or derived 
from information obtained from the contractor) under this clause that is created by or for DoD (including the information submitted pursuant to paragraph (c) 
of this clause) is authorized to be used and released outside of DoD for purposes and activities authorized by paragraph 
  
(i) of this clause, and for any other lawful Government purpose or activity, subject to all applicable statutory, regulatory, and policy based restrictions on the 
Government's use and release of such information. 
  
(k) The Contractor shall conduct activities under this clause in accordance with applicable laws and regulations on the interception, monitoring, access, use, 
and disclosure of electronic communications and data. 
  
(l) Other safeguarding or reporting requirements. The safeguarding and cyber incident reporting required by this clause in no way abrogates the Contractor's 
responsibility for other safeguarding or cyber incident reporting pertaining to its unclassified information systems as required by other applicable clauses of 
this contract, or as a result of other applicable U.S. Government statutory or regulatory requirements. 
  
(m) Subcontracts. The Contractor shall -- 
  
(1) Include this clause, including this paragraph (m), in subcontracts, or similar contractual instruments, for operationally critical support, or for which 
subcontract performance will involve covered defense information, including subcontracts for commercial products or commercial services, without 
alteration, except to identify the parties. The Contractor shall determine if the information required for subcontractor performance retains its identity as 
covered defense information and will require protection under this clause, and, if necessary, consult with the Contracting Officer; and 
  
(2) Require subcontractors to -- 
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(i) Notify the prime Contractor (or next higher-tier subcontractor) when submitting a request to vary from a NIST SP 800-171 security requirement to the 
Contracting Officer, in accordance with paragraph (b)(2)(ii)(B) of this clause; and 
  
(ii) Provide the incident report number, automatically assigned by DoD, to the prime Contractor (or next higher-tier subcontractor) as soon as practicable, 
when reporting a cyber incident to DoD as required in paragraph (c) of this clause. 
  

(End of clause) 
  

 

  

252.204-7014   LIMITATIONS ON THE USE OR DISCLOSURE OF INFORMATION BY LITIGATION SUPPORT CONTRACTORS   (JAN 
2023)   DFARS
  
252.215-7014   EXCEPTION FROM CERTIFIED COST OR PRICING DATA REQUIREMENTS FOR FOREIGN MILITARY SALES INDIRECT 
OFFSETS   (DEC 2022)   DFARS
  

52.222-50   COMBATING TRAFFICKING IN PERSONS  (NOV 2021)   FAR
  
252.223-7009   PROHIBITION OF PROCUMENT OF FLOURINATED AQUEOUS FILM-FORMING FOAM FIRE-FIGHTING AGENT FOR 
USE ON MILITARY INSTALLATIONS   (MAR 2024)   FAR
  

52.232-40   PROVIDING ACCELERATED PAYMENTS TO SMALL BUSINESS SUBCONTRACTORS   (MAR 2023)   FAR
  

52.233-3   PROTEST AFTER AWARD   (AUG 1996)   FAR
  

252.244-7000   SUBCONTRACTS FOR COMMERCIAL PRODUCTS OR COMMERCIAL SERVICES   (NOV 2023)   DFARS
  

52.253-1   COMPUTER GENERATED FORMS   (JAN 1991)   FAR
  
252.204-7018   PROHIBITION ON THE ACQUISITION OF COVERED DEFENSE TELECOMMUNICATIONS EQUIPMENT OR SERVICES   
(JAN 2023)   DFARS
  

52.204-27   PROHIBITION ON A BYTEDANCE COVERED APPLICATION   (JUN 2023)   FAR
  
52.204-28   FEDERAL ACQUISITION SUPPLY CHAIN SECURITY ACT ORDERS -- FEDERAL SUPPLY SCHEDULES, 
GOVERNMENTWIDE ACQUISITION CONTRACTS, AND MULTI--AGENCY CONTRACTS   (DEC 2023)   FAR
  

52.204-30   FEDERAL ACQUISITION SUPPLY CHAIN SECURITY ACT ORDERS -- PROHIBITION   (DEC 2023)   FAR
  

Attachments

List of Attachments

Description File Name
ATTACH_SOI Attachment 1 - Schedule of 

Items.xlsx
ATTACH_DS Attachment 2 - Delivery 

Schedule.xls.xlsx
ATTACH_Vendor_signed_
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Group 1

				SPE300-25-R-0039 - Schedule of Items 

				Group 1: GA- Ft. Benning, Ft. Eisenhower, Ft. Stewart



				Offeror:  DFA Dairy Brands Fluid, LLC, dba PET Dairy, 8RPL2, FGFEMM5WNKC5

				FLUID MILK ITEMS (November 16, 2025– November 11, 2028)														Complete Columns I,J,K for CLINs# (1-22) and Columns I,J,L,M for CLINs#(23-29)

				TIER - 1 OTHER DAIRY ITEMS (November 16, 2025 - November 13, 2027)

				TIER - 2 OTHER DAIRY ITEMS  (November 14, 2027 - November 11, 2028)

		CLINs#		ITEM DESCRIPTION 		CONTAINER SIZE		EST. USAGE      (36) MONTHS FLUID MILK  		EST. USAGE      (24) MONTHS OTHER DAIRY TIER - 1		EST. USAGE      (12) MONTHS OTHER DAIRY TIER - 2		UNIT				SPECIFY PRODUCT CODE		SPECIFY WHOLE SALE PRICE		FLUID MILK PRICE - (Fixed w/ EPA)		OTHER DAIRY Tier-1 Price		OTHER DAIRY Tier-2 Price		AUTO CALC  SUB-TOTAL FLUID MILK		AUTO CALC  SUB-TOTAL TIER - 1		AUTO CALC  SUB-TOTAL TIER - 2		REMARKS

				PRODUCT, EXAMPLE (Fluid Milk)		Half Gallon		500						CO				12345		$   2.00		$   1.80						$   900.00

				PRODUCT, EXAMPLE (Other Dairy)		5 LB Container				200		100		CO				6789		$   4.00				$   3.50		$   3.80				$   700.00		$   380.00

		1		MILK, LOW FAT, CHL, 1% MILK FAT, 5 GAL BIB		5 Gallon		68,421						CO				25263		$   52.20		$   19.35						$   1,323,946.35		$   - 0		$   - 0

		2		MILK, WHOLE, CHL, 5 GAL BIB		5 Gallon		564						CO				27275		$   53.13		$   22.35						$   12,605.40		$   - 0		$   - 0

		3		MILK, CHOC, LOW FAT, CHL, 1% MILK FAT, 5 GAL BIB		5 Gallon		67,983						CO				61733		$   54.86		$   21.25						$   1,444,638.75		$   - 0		$   - 0

		4		MILK, REDUCED FAT, CHL, 2% MILK FAT, 5 GAL BIB		5 Gallon		1,029						CO				25571		$   52.82		$   21.00						$   21,609.00		$   - 0		$   - 0

		5		MILK, NONFAT, CHL, 5 GAL BIB		5 Gallon		990						CO				25276		$   52.27		$   19.05						$   18,859.50		$   - 0		$   - 0

		6		MILK, WHOLE, CHL, 1 GAL CO		Gallon		129						CO				22106		$   10.67		$   4.40						$   567.60		$   - 0		$   - 0

		7		MILK, LOW FAT, CHL, 1% MILK FAT, 1 GAL CO		Gallon		57						CO				22114		$   10.68		$   3.80						$   216.60		$   - 0		$   - 0

		8		EGGNOG, CHL, 1 QT CO		Quart		10,914						CO				35783		$   4.43		$   2.30						$   25,102.20		$   - 0		$   - 0

		9		MILK, WHOLE, CHL,  3.25% BUTTER FAT, 16 OZ PLASTIC CO		Pint		1,800						CO				45025		$   2.64		$   0.82						$   1,476.00		$   - 0		$   - 0

		10		MILK, REDUCED FAT, CHL,  2%, 16 OZ PLASTIC CO		Pint		720						CO				22082		$   2.64		$   0.80						$   576.00		$   - 0		$   - 0

		11		MILK, CHOCO, WHOLE, CHL, 3.25% BUTTER FAT, 16 OZ PLASTIC CO		Pint		15						CO				50872		$   2.65		$   0.90						$   13.50		$   - 0		$   - 0

		12		EGGNOG, CHL,  16 OZ PLASTIC CO		Pint		26,292						CO				27486		$   2.70		$   1.45						$   38,123.40		$   - 0		$   - 0

		13		MILK, NONFAT, CHL, 1/2 PT CO		Half Pint		640,035						CO				25360		$   1.02		$   0.28						$   179,209.80		$   - 0		$   - 0

		14		MILK, WHOLE, CHL, 1/2 PT CO		Half Pint		53,682						CO				25141		$   1.02		$   0.32						$   17,178.24		$   - 0		$   - 0

		15		MILK, LOW FAT, CHL, 1% MILK FAT, 1/2 PT CO		Half Pint		1,584,630						CO				52358		$   1.01		$   0.29						$   459,542.70		$   - 0		$   - 0

		16		MILK, REDUCED FAT, CHL, 2% MILK FAT, 1/2 PT CO		Half Pint		35,700						CO				25262		$   1.02		$   0.31						$   11,067.00		$   - 0		$   - 0

		17		MILK, STRAWBERRY, NONFAT, CHL, 1/2 PT CO		Half Pint		121,050						CO				46073		$   1.02		$   0.29						$   35,104.50		$   - 0		$   - 0

		18		MILK, CHOC, NONFAT, CHL, 1/2 PT CO		Half Pint		1,938,342						CO				45837		$   1.02		$   0.29						$   562,119.18		$   - 0		$   - 0

		19		MILK, CHOC, LOW FAT, CHL, 1% MILK FAT, 1/2 PT CO		Half Pint		28,500						CO				47282		$   1.02		$   0.31						$   8,835.00		$   - 0		$   - 0

		20		MILK, LOW FAT, CHL, 1%, 8 FL OZ PLASTIC BOTTLE CO		Half Pint		178,128						CO				25269		$   1.08		$   0.37						$   65,907.36		$   - 0		$   - 0

		21		MILK, CHOC, NONFAT, CHL, 8 FL OZ PLASTIC BOTTLE CO		Half Pint		203,172						CO				47663		$   1.09		$   0.37						$   75,173.64		$   - 0		$   - 0

		22		MILK, STRAWBERRY, NONFAT, CHL, 8 FL OZ PLASTIC BOTTLE CO		Half Pint		192,660						CO				47478		$   1.09		$   0.38						$   73,210.80		$   - 0		$   - 0

		23		CHEESE, COTTAGE, CHL, CREAMED, LARGE OR SMALL CURD, 5 LB CO		5 LB Container				55,216		27,608		CO				70260		$   15.64				$   12.50		$   13.00		$   - 0		$   690,200.00		$   358,904.00

		24		CHEESE, COTTAGE, LOW FAT, CHL, CREAMED, LARGE OR SMALL CURD, 5 LB CO		5 LB Container				54,464		27,232		CO				70261		$   15.55				$   12.80		$   13.00		$   - 0		$   697,139.20		$   354,016.00

		25		SOUR CREAM, CHL, CULTURED OR ACIDIFIED, 18% MILK FAT, 5 LB CO		5 LB Container				2,862		1,431		CO				70263		$   16.37				$   11.95		$   12.00		$   - 0		$   34,200.90		$   17,172.00

		26		DRINK, LEMON, CHL, 1 PT CO		Pint				1,217,120		608,560		CO				48167		$   1.69				$   0.65		$   0.67		$   - 0		$   791,128.00		$   407,735.20

		27		DRINK, FRUIT PUNCH, CHL, 1 PT CO		Pint				1,196,548		598,274		CO				48165		$   1.69				$   0.65		$   0.67		$   - 0		$   777,756.20		$   400,843.58

		28		JUICE, ORANGE, CHL, SINGLE STRENGTH, 1/2 PT CO		Half Pint				627,084		313,542		CO				72019		$   1.15				$   0.42		$   0.48		$   - 0		$   263,375.28		$   150,500.16

		29		YOGURT, NONFAT, CHL, ASSORTED, BLENDED, 6 OZ CO		6 OZ				355,752		177,876		CO				SEE BELOW		$   1.60				$   0.98		$   1.10		$   - 0		$   348,636.96		$   195,663.60

						Yogurt, Nonfat, 6 oz co, Blended, Chl																						$   4,375,082.52		$   3,602,436.54		$   1,884,834.54

						Flavors		Product Codes

						Peach		22955

						Blueberry		22956

						Strawberry/Bananna		22957																				Total Aggregate		$9,862,353.60

						Strawberry 		23119






Group 1-Delivery Schedule

		ORDERING_POINT		SHIPTO		CUSTOMER_NAME		CUSTOMER_FACILITY		CUSTOMER_BUILDING		ADDRESS1		ADDRESS2		CUSTOMER_CITY		CUSTOMER_STATE		CUSTOMER_ZIP		COUNTRY		SERVICE		DELIVERY_INSTRUCTIONS

		FT6102		Z15242		CGC WILLOW		CGC WILLOW				14 WEST RIVER STREET		PEIR AREA / US VESSEL		SAVANNAH		GA		31401		US		CG

		FT6103		FT6103		165TH GA ANG		165TH GA ANG		BLDG 262		BOB HARMON RD				GARDEN CITY		GA		31408		US		AF

		NOAAGA		133326		NOAA SHIP THOMAS JEFFERSON		NOAA SHIP THOMAS JEFFERSON				100 WEST RIVER STREET				SAVANNAH		GA		31401		US		OT

		V21948		V21948		USS MCFAUL DDG-74		USS MCFAUL DDG-74				1968 GILBERT ST, SUITE 600		RECEIVING DEPT CODE E		NORFOLK		VA		235115000		US		NV

		W33BRC		W517B3		LRC DFAC-5 BLDG 2943 (WR3)		FORT MOORE		2943 (WR3)		6512 DAWSON LOOP				FORT MOORE		GA		31905		US		AR

		W33BRC		W33BRC		FORT MOORE TISA		FORT MOORE		BLDG 9058		6883 IVEY ROAD				FORT MOORE		GA		31905		US		AR

		W33BRC		W517N6		LRC DFAC-1 BLDG 200		FORT MOORE		200		6501 VIBBERT AVENUE				FORT MOORE		GA		31905		US		AR

		W33BRC		W90288		LRC DFAC-20 BLDG 40 (WR 17)		CAMP MERRILL		40 (WR 17)		CAMP WASHEGA RD, BLDG 40				DAHLONEGA		GA		30533		US		AR

		W33BRC		W517D5		LRC DFAC-11 BLDG 3310 (WR9)		FORT MOORE		3310 (WR9)		9122 11TH AIRBORNE DIVISION RD				FORT MOORE		GA		31905		US		AR

		W33BRC		W517D6		LRC DFAC-12 BLDG 3340 (WR10)		FORT MOORE		3340 (WR10)		9075 HOLCOMB DR.				FORT MOORE		GA		31905		US		AR

		W33BRC		W517D8		LRC DFAC-15 BLDG 4230 (WR12)		FORT MOORE		4230 (WR12)		7186 SECOND CALVERY ST.				FORT MOORE		GA		31905		US		AR

		W33BRC		W517BG		LRC DFAC-9 BLDG 3235 (WR7)		FORT MOORE		3235 (WR7)		5322 HANSON DR,				FORT MOORE		GA		31905		US		AR

		W33BRC		W517D7		LRC DFAC-13 BLDG 3500 (WR11)		9685 2ND ARMORED DIVISION ROAD		3500 (WR11)		9685 2ND ARMR DIV RD				FT. BENNING		GA		31905		US		AR

		W33BRC		W517ME		LRC DFAC-7 BLDG 3110 (WR 5)		FORT MOORE		3110 (WR 5)		5553 LEONARD DR				FORT MOORE		GA		31905		US		AR

		W33BRC		W517F5		LRC DFAC-18 BLDG 5140 (WR 14)		FORT MOORE		5140 (WR 14)		10195 316TH CAVALRY RD				FORT MOORE		GA		31905		US		AR

		W33BRC		W90U39		LRC DFAC-2 - BLDG 2745 (WR2)		FORT MOORE		2745 - (WR2)		6530 BENJAMIN STREET				FORT MOORE		GA		31905		US		AR

		W33BRC		W517BF		LRC DFAC-8 BLDG 3200 (WR6)		FORT MOORE		3200 (WR6)		5511 75TH INFANTRY REG ST.				FORT MOORE		GA		31905		US		AR

		W33BRC		W517D4		LRC DFAC-10 BLDG 3400 (WR8)		FORT MOORE		3400 (WR8)		5253 MOYE RD				FORT MOORE		GA		31905		US		AR

		W33BRC		W517F4		LRC DFAC-17 BLDG 5021 (WR13)		FORT MOORE		5021 (WR13)		10771 SCHNEIDER ROAD				FORT MOORE		GA		31905		US		AR

		W33BRC		W517B4		LRC DFAC-6 BLDG 3009 (WR4)		FORT MOORE		3009 (WR4)		5275 3RD INFANTRY DIVISION RD.				FORT MOORE		GA		31905		US		AR

		W33BTY		HT0809		FORT MOORE MARTIN ARMY COMM. HOSPIT		NUTRITION CARE DIVISION		6600		BLDG 6600, VAN AALST BLVD				FORT MOORE		GA		319055182		US		OT

		W33M8P		W517QV		WR#13 - VICTOR BERRY		FORT EISENHOWER		24414 - WR#13		25TH ST AND BRAINARD AVENUE				FORT EISENHOWER		GA		30905		US		AR

		W33M8P		W517QX		WR#6 - DEXTER KNOWLES		FORT EISENHOWER		25717 WR#6		27TH ST AND B AVENUE				FORT EISENHOWER		GA		30905		US		AR

		W33M8P		W517QW		WR#4 - KAREN MYRICK		FORT EISENHOWER		29704 WR#4		29TH ST AND B AVENUE				FORT EISENHOWER		GA		30905		US		AR

		W33M8P		W517QU		WR#1 - MARIA DAVIS		FORT EISENHOWER		33804 WR#1		219 WEST HOSPITAL RD				FORT EISENHOWER		GA		30905		US		AR

		W33M8P		HT1266		DDEAMC IKE'S CAFE		FORT EISENHOWER				300 EAST HOSPITAL ROAD				FORT EISENHOWER		GA		30905		US		OT

		W33M8P		W517QY		WR#8 THOMAS BRADLEY		FORT EISENHOWER		25704 WR#8		25TH & B STREET				FORT EISENHOWER		GA		30905		US		AR

		W33M8P		W33M8P		TRANSPORTATION OFFICE WHSE		FORT EISENHOWER		BLDG 2212		11TH ST AND 10TH AVE				FORT EISENHOWER		GA		30905		US		AR

		W33RSW		W517XU		LRC DFAC-4 NO.2 STEWART- FOOD TRUCK		FT STEWART		BLDG 207B - FOOD TRUCK		660 HARMON AVE				FORT STEWART		GA		31314		US		AR

		W33RSW		W517XV		LRC DFAC-4 NO.3 STEWART - CULINARY		FORT STEWART		512 - CULINARY ARTS		1218 WILLIAM H. WILSON AVE				FORT STEWART		GA		31314		US		AR

		W33RSW		W517XW		LRC DFAC-6 NCOA STEWART		FT STEWART		19225 - NCO ACADEMY		72 ROAD B				FT STEWART		GA		313140000		US		AR

		W33RSW		W517XX		LRC DFAC-7 MARNE BISTRO - STEWART		FT STEWART		BLDG 726 - MARNE BISTRO		WEST 18TH STREET				FT STEWART		GA		313140000		US		AR

		W33RSW		W517Y1		LRC DFAC-11 4-BCT STEWART SPARTAN		FT STEWART		8439 - SPARTAN DFAC		VANGUARD RD				FT STEWART		GA		31313		US		AR

		W33RSW		HT0817		WINN ARMY COMMUNITY HOSPITAL		FORT STEWART		WINN ACH		1061 HARMON AVE				FORT STEWART		GA		31314		US		OT

		W33RSW		W517XS		LRC DFAC-2 3 AVN STEWART		FT STEWART - HUNTER AAF		BLDG 110		89 WILLIAM BERKSDALE CIR		HUNTER ARMY AIR FIELD		SAVANNAH		GA		314090000		US		AR

		W33RSW		W33RSW		W6YK USALRCTR FT STEWART		TROOP ISSUE SUBSISTENCE DIVISION		BLDG 1012		793 MCFARLAND AVENUE				FT STEWART		GA		313145188		US		AR
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 I.    SOLICITATION/CONTRACT FORM 


  
The terms and conditions set forth in solicitation SPE300-25-R-0039 are incorporated into subject contract. 


  


The following documents are incorporated by reference into the subject contract:  your final offer, which is being accepted by the


Government to form this contract, Solicitation SPE300-25-R-0039 dated August 13, 2025. 


  


II.   PERFORMANCE PERIOD: 


  


A. Effective Period of the Contract:  


  


November 16, 2025 through November 11, 2028 


  


Ordering commences on November 17, 2025 with first deliveries beginning November 19, 2025 for Troop customers.  


  


B. ESTIMATED DOLLAR VALUE/GUARANTEED MINIMUM/MAXIMUM 


  


The guaranteed minimum on this contract is $300,000.00.  The maximum ceiling on this contract is $22,500,000.00. 


  


  


III.    ORDERING CATALOGS 


  


The following are part of PET Dairy's offer and are hereby incorporated as part of subject contract: 


  


  


SUPPLIES OF SERVICES AND PRICES 


  


ITEMS:  Fresh Milk and Dairy Items listed in Attachment 1 of this document. 


  


CUSTOMERS: DoD Troop Customers in the Georgia Zone listed in Attachment 3 of this document. 


  


FOB TERMS:  FOB Destination for all items. 


  


CATALOG #:  DoD Troop customers in Ft. Benning, Ft. Eisenhower, and Ft. Stewart will order under SPE300-26-D-V001.  PET Dairy 


will invoice in accordance with the customer's orders. 


  


PET Dairy will not invoke any additional charges for emergency orders (defined as an order that is placed for same day delivery).   


  


DELIVERIES AND PERFORMANCE 


  


The following are the designated plant locations for the performance of this contract for all contract line items: 
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Place of Performance: 


  
PET Dairy     
1291 New Cut Rd.       
Spartanburg, SC 29303  
  
  
  


  
PET Dairy 
1160 Broadway Ave. 
Braselton, GA 30517      


  
PET Dairy      
5 Rest Master Lane 
North Augusta, SC 29860 


  
PET Dairy    
1735 Old Dean Forest Rd.     
Pooler, GA 31322   
  
  


REQUESTS FOR EQUITABLE ADJUSTMENT (DEC 2022) 


(a) The amount of any request for equitable adjustment to contract terms shall accurately reflect the contract adjustment for which the 
Contractor believes the Government is liable. The request shall include only costs for performing the change, and shall not include any costs 
that already have been reimbursed or that have been separately claimed. All indirect costs included in the request shall be properly allocable to 
the change in accordance with applicable acquisition regulations. 


(b) In accordance with 10 U.S.C. 3862(a), any request for equitable adjustment to contract terms that exceeds the simplified acquisition 
threshold shall bear, at the time of submission, the following certificate executed by an individual authorized to certify the request on behalf of 
the Contractor: 


I certify that the request is made in good faith, and that the supporting data are accurate and complete to the best of my knowledge and belief. 


____________________ 


(Officials Name) 


____________________ 


(Title) 


(c) The certification in paragraph (b) of this clause requires full disclosure of all relevant facts, including -- 


(1) Certified cost or pricing data, if required, in accordance with subsection 15.403-4 of the Federal Acquisition Regulation (FAR); and 


(2) Data other than certified cost or pricing data, in accordance with subsection 215.403-5 of the FAR, including actual cost data and data to 
support any estimated costs, even if certified cost or pricing data are not required. 


(d) The certification requirement in paragraph (b) of this clause does not apply to -- 


(1) Requests for routine contract payments; for example, requests for payment for accepted supplies and services, routine vouchers under a 
cost-reimbursement type contract, or progress payment invoices; or 


(2) Final adjustments under an incentive provision of the contract. 


(End of clause) 
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Part 12 Clauses


52.204-19   INCORPORATION BY REFERENCE OF REPRESENTATIONS AND CERTIFICATIONS   (DEC 2014)   FAR
  
252.204-7009   LIMITATIONS ON THE USE OR DISCLOSURE OF THIRD-PARTY CONTRACTOR REPORTED CYBER INCIDENT 
INFORMATION   (JAN 2023)   DFARS
  


252.204-7012   SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT REPORTING   (DEVIATION 2024-O0013)  
(MAY 2024)   DFARS
  
(a) Definitions. As used in this clause 
  
Adequate security means protective measures that are commensurate with the consequences and probability of loss, misuse, or unauthorized access to, or 
modification of information. 
  
Compromise means disclosure of information to unauthorized persons, or a violation of the security policy of a system, in which unauthorized intentional or 
unintentional disclosure, modification, destruction, or loss of an object, or the copying of information to unauthorized media may have occurred. 
  
Contractor attributional/proprietary information means information that identifies the contractor(s), whether directly or indirectly, by the grouping of 
information that can be traced back to the contractor(s) (e.g., program description, facility locations), personally identifiable information, as well as trade 
secrets, commercial or financial information, or other commercially sensitive information that is not customarily shared outside of the company. 
  
Controlled technical information means technical information with military or space application that is subject to controls on the access, use, reproduction, 
modification, performance, display, release, disclosure, or dissemination. Controlled technical information would meet the criteria, if disseminated, for 
distribution statements B through F using the criteria set forth in DoD Instruction 5230.24, Distribution Statements on Technical Documents. The term does 
not include information that is lawfully publicly available without restrictions. 
  
Covered contractor information system means an unclassified information system that is owned, or operated by or for, a contractor and that processes, stores, 
or transmits covered defense information. 
  
Covered defense information means unclassified controlled technical information or other information, as described in the Controlled Unclassified 
Information (CUI) 
  
Registry at http://www.archives.gov/cui/registry/category-list.html, that requires safeguarding or dissemination controls pursuant to and consistent with law, 
regulations, and Governmentwide policies, and is -- 
  
(1) Marked or otherwise identified in the contract, task order, or delivery order and provided to the contractor by or on behalf of DoD in support of the 
performance of the contract; or 
  
(2) Collected, developed, received, transmitted, used, or stored by or on behalf of the contractor in support of the performance of the contract. 
  
Cyber incident means actions taken through the use of computer networks that result in a compromise or an actual or potentially adverse effect on an 
information system and/or the information residing therein. 
  
Forensic analysis means the practice of gathering, retaining, and analyzing computer-related data for investigative purposes in a manner that maintains the 
integrity of the data. 
  
Information system means a discrete set of information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or 
disposition of information. 
  
Malicious software means computer software or firmware intended to perform an unauthorized process that will have adverse impact on the confidentiality, 
integrity, or availability of an information system. This definition includes a virus, worm, Trojan horse, or other code-based entity that infects a host, as well 
as spyware and some forms of adware. 
  
Media means physical devices or writing surfaces including, but is not limited to, magnetic tapes, optical disks, magnetic disks, large-scale integration 
memory chips, and printouts onto which covered defense information is recorded, stored, or printed within a covered contractor information system. 
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Operationally critical support means supplies or services designated by the Government as critical for airlift, sealift, intermodal transportation services, or 
logistical support that is essential to the mobilization, deployment, or sustainment of the Armed Forces in a contingency operation. 
  
Rapidly report means within 72 hours of discovery of any cyber incident. 
  
Technical information means technical data or computer software, as those terms are defined in the clause at DFARS 252.227-7013, Rights in Technical Data 
--Other Than Commercial Products and Commercial Services, regardless of whether or not the clause is incorporated in this solicitation or contract. 
Examples of technical information include research and engineering data, engineering drawings, and associated lists, specifications, standards, process 
sheets, manuals, technical reports, technical orders, catalog-item identifications, data sets, studies and analyses and related information, and computer 
software executable code and source code. 
  
(b) Adequate security. The Contractor shall provide adequate security on all covered contractor information systems. To provide adequate security, the 
Contractor shall implement, at a minimum, the following information security protections: 
  
(1) For covered contractor information systems that are part of an Information Technology (IT) service or system operated on behalf of the Government, the 
following security requirements apply: 
  
(i) Cloud computing services shall be subject to the security requirements specified in the clause 252.239-7010, Cloud Computing Services, of this contract.
(ii) Any other such IT service or system (i.e., other than cloud computing) shall be subject to the security requirements specified elsewhere in this contract. 
  
(2) For covered contractor information systems that are not part of an IT service or system operated on behalf of the Government and therefore are not 
subject to the security requirement specified at paragraph (b)(1) of this clause, the following security requirements apply: 
  
(i) Except as provided in paragraph (b)(2)(ii) of this clause, the covered contractor information system shall be subject to the security requirements in 
National Institute of Standards and Technology (NIST) Special Publication (SP) 800-171, “Protecting Controlled Unclassified Information in Nonfederal 
Information Systems and Organizations”, Revision 2 (available via the internet at http://dx.doi.org/10.6028/NIST.SP.800-171). 
  
(ii)(A) The Contractor shall implement NIST SP 800-171, as soon as practical, but not later than December 31, 2017. For all contracts awarded prior to 
October 1, 2017, the Contractor shall notify the DoD Chief Information Officer (CIO), via email at osd.dibcsia@mail.mil, within 30 days of contract award, 
of any security requirements specified by NIST SP 800-171 not implemented at the time of contract award. 
  
(B) The Contractor shall submit requests to vary from NIST SP 800-171 in writing to the Contracting Officer, for consideration by the DoD CIO. The 
Contractor need not implement any security requirement adjudicated by an authorized representative of the DoD CIO to be nonapplicable or to have an 
alternative, but equally effective, security measure that may be implemented in its place. 
  
(C) If the DoD CIO has previously adjudicated the contractor's requests indicating that a requirement is not applicable or that an alternative security measure 
is equally effective, a copy of that approval shall be provided to the Contracting Officer when requesting its recognition under this contract. 
  
(D) If the Contractor intends to use an external cloud service provider to store, process, or transmit any covered defense information in performance of this 
contract, the Contractor shall require and ensure that the cloud service provider meets security requirements equivalent to those established by the 
Government for the Federal Risk and Authorization Management Program (FedRAMP) Moderate baseline (https://www.fedramp.gov/resources/documents/) 
and that the cloud service provider complies with requirements in paragraphs (c) through (g) of this clause for cyber incident reporting, malicious software, 
media preservation and protection, access to additional information and equipment necessary for forensic analysis, and cyber incident damage assessment. 
  
(3) Apply other information systems security measures when the Contractor reasonably determines that information systems security measures, in addition to 
those identified in paragraphs (b)(1) and (2) of this clause, may be required to provide adequate security in a dynamic environment or to accommodate 
special circumstances (e.g., medical devices) and any individual, isolated, or temporary deficiencies based on an assessed risk or vulnerability. These 
measures may be addressed in a system security plan. 
  
(c) Cyber incident reporting requirement. 
  
(1) When the Contractor discovers a cyber incident that affects a covered contractor information system or the covered defense information residing therein, 
or that affects the contractor's ability to perform the requirements of the contract that are designated as operationally critical support and identified in the 
contract, the Contractor shall -- 
  
(i) Conduct a review for evidence of compromise of covered defense information, including, but not limited to, identifying compromised computers, servers, 
specific data, and user accounts. This review shall also include analyzing covered contractor information system(s) that were part of the cyber incident, as 
well as other information systems on the Contractor's network(s), that may have been accessed as a result of the incident in order to identify compromised 
covered defense information, or that affect the Contractor's ability to provide operationally critical support; and 
  
(ii) Rapidly report cyber incidents to DoD at https://dibnet.dod.mil. 
  
(2) Cyber incident report. The cyber incident report shall be treated as information created by or for DoD and shall include, at a minimum, the required 
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elements at https://dibnet.dod.mil. 
  
(3) Medium assurance certificate requirement. In order to report cyber incidents in accordance with this clause, the Contractor or subcontractor shall have or 
acquire a DoD-approved medium assurance certificate to report cyber incidents. For information on obtaining a DoD-approved medium assurance certificate, 
see https://public.cyber.mil/eca/. 
  
(d) Malicious software. When the Contractor or subcontractors discover and isolate malicious software in connection with a reported cyber incident, submit 
the malicious software to DoD Cyber Crime Center (DC3) in accordance with instructions provided by DC3 or the Contracting Officer. Do not send the 
malicious software to the Contracting Officer. 
  
(e) Media preservation and protection. When a Contractor discovers a cyber incident has occurred, the Contractor shall preserve and protect images of all 
known affected information systems identified in paragraph (c)(1)(i) of this clause and all relevant monitoring/packet capture data for at least 90 days from 
the submission of the cyber incident report to allow DoD to request the media or decline interest. 
  
(f) Access to additional information or equipment necessary for forensic analysis. Upon request by DoD, the Contractor shall provide DoD with access to 
additional information equipment that is necessary to conduct a forensic analysis. 
  
(g) Cyber incident damage assessment activities. If DoD elects to conduct a damage assessment, the Contracting Officer will request that the Contractor 
provide all of the damage assessment information gathered in accordance with paragraph (e) of this clause. 
  
(h) DoD safeguarding and use of contractor attributional/proprietary information. The Government shall protect against the unauthorized use or release of 
information obtained from the contractor (or derived from information obtained from the contractor) under this clause that includes contractor attributional/
proprietary information, including such information submitted in accordance with paragraph (c). To the maximum extent practicable, the Contractor shall 
identify and mark attributional/proprietary information. In making an authorized release of such information, the Government will implement appropriate 
procedures to minimize the contractor attributional/proprietary information that is included in such authorized release, seeking to include only that 
information that is necessary for the authorized purpose(s) for which the information is being released. 
  
(i) Use and release of contractor attributional/proprietary information not created by or for DoD. Information that is obtained from the contractor (or 
derived from information obtained from the contractor) under this clause that is not created by or for DoD is authorized to be released outside of DoD -- 
  
(1) To entities with missions that may be affected by such information; 
  
(2) To entities that may be called upon to assist in the diagnosis, detection, or mitigation of cyber incidents; 
  
(3) To Government entities that conduct counterintelligence or law enforcement investigations; 
  
(4) For national security purposes, including cyber situational awareness and defense purposes (including with Defense Industrial Base (DIB) participants in 
the program at 32 CFR part 236); or 
  
(5) To a support services contractor (“recipient”) that is directly supporting Government activities under a contract that includes the clause at 252.204-7009, 
Limitations on the Use or Disclosure of Third-Party Contractor Reported Cyber Incident Information. 
  
(j) Use and release of contractor attributional/proprietary information created by or for DoD. Information that is obtained from the contractor (or derived 
from information obtained from the contractor) under this clause that is created by or for DoD (including the information submitted pursuant to paragraph (c) 
of this clause) is authorized to be used and released outside of DoD for purposes and activities authorized by paragraph 
  
(i) of this clause, and for any other lawful Government purpose or activity, subject to all applicable statutory, regulatory, and policy based restrictions on the 
Government's use and release of such information. 
  
(k) The Contractor shall conduct activities under this clause in accordance with applicable laws and regulations on the interception, monitoring, access, use, 
and disclosure of electronic communications and data. 
  
(l) Other safeguarding or reporting requirements. The safeguarding and cyber incident reporting required by this clause in no way abrogates the Contractor's 
responsibility for other safeguarding or cyber incident reporting pertaining to its unclassified information systems as required by other applicable clauses of 
this contract, or as a result of other applicable U.S. Government statutory or regulatory requirements. 
  
(m) Subcontracts. The Contractor shall -- 
  
(1) Include this clause, including this paragraph (m), in subcontracts, or similar contractual instruments, for operationally critical support, or for which 
subcontract performance will involve covered defense information, including subcontracts for commercial products or commercial services, without 
alteration, except to identify the parties. The Contractor shall determine if the information required for subcontractor performance retains its identity as 
covered defense information and will require protection under this clause, and, if necessary, consult with the Contracting Officer; and 
  
(2) Require subcontractors to -- 
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(i) Notify the prime Contractor (or next higher-tier subcontractor) when submitting a request to vary from a NIST SP 800-171 security requirement to the 
Contracting Officer, in accordance with paragraph (b)(2)(ii)(B) of this clause; and 
  
(ii) Provide the incident report number, automatically assigned by DoD, to the prime Contractor (or next higher-tier subcontractor) as soon as practicable, 
when reporting a cyber incident to DoD as required in paragraph (c) of this clause. 
  


(End of clause) 
  


 


  


252.204-7014   LIMITATIONS ON THE USE OR DISCLOSURE OF INFORMATION BY LITIGATION SUPPORT CONTRACTORS   (JAN 
2023)   DFARS
  
252.215-7014   EXCEPTION FROM CERTIFIED COST OR PRICING DATA REQUIREMENTS FOR FOREIGN MILITARY SALES INDIRECT 
OFFSETS   (DEC 2022)   DFARS
  


52.222-50   COMBATING TRAFFICKING IN PERSONS  (NOV 2021)   FAR
  
252.223-7009   PROHIBITION OF PROCUMENT OF FLOURINATED AQUEOUS FILM-FORMING FOAM FIRE-FIGHTING AGENT FOR 
USE ON MILITARY INSTALLATIONS   (MAR 2024)   FAR
  


52.232-40   PROVIDING ACCELERATED PAYMENTS TO SMALL BUSINESS SUBCONTRACTORS   (MAR 2023)   FAR
  


52.233-3   PROTEST AFTER AWARD   (AUG 1996)   FAR
  


252.244-7000   SUBCONTRACTS FOR COMMERCIAL PRODUCTS OR COMMERCIAL SERVICES   (NOV 2023)   DFARS
  


52.253-1   COMPUTER GENERATED FORMS   (JAN 1991)   FAR
  
252.204-7018   PROHIBITION ON THE ACQUISITION OF COVERED DEFENSE TELECOMMUNICATIONS EQUIPMENT OR SERVICES   
(JAN 2023)   DFARS
  


52.204-27   PROHIBITION ON A BYTEDANCE COVERED APPLICATION   (JUN 2023)   FAR
  
52.204-28   FEDERAL ACQUISITION SUPPLY CHAIN SECURITY ACT ORDERS -- FEDERAL SUPPLY SCHEDULES, 
GOVERNMENTWIDE ACQUISITION CONTRACTS, AND MULTI--AGENCY CONTRACTS   (DEC 2023)   FAR
  


52.204-30   FEDERAL ACQUISITION SUPPLY CHAIN SECURITY ACT ORDERS -- PROHIBITION   (DEC 2023)   FAR
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